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Purpose of the Croatia Trip 

Objectives Objectives 

Objective 

 
1. Learn more about Airbus 

 

2. Learn more about Croatian Scientific and Business Community 

 

3. Learn more about the Croatian Project 

4. Agree and Harmonise the Mindmap and SWOT 
 

5. Elaborate possible Project Ideas 

 
6. Elaborate further roadmap 

Closure Criteria 

 
Presentation of Organisation  

Presentation of Participants 

Presentation of Entities  

Presentation of Participants 

Ideas on Croatian Project available  

Mindmap + SWOT available 

Project Ideas available  

Roadmap available 



Airbus 

Organisation Organisation 

Chief Engineering 

Sales & Marketing 

Sales & Marketing 

Chief Engineering 

Sales & Marketing 

 
Chief Engineering 

Sales & Marketing 

Electronics 

Chief Engineering 
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Roadmaps 

Innovation Centres Innovation Centres 

Innovation Centre 1  

Materials, Structures +  

Manufacturing Technologies 

Innovation Centre 2  

Automatic Flight and  

Communication 

Innovation Centre 3  

Energy, Propulsion and  

Aerodynamics 

Innovation Centre 4 

Data Driven Technologies 

Innovation Centre 5 

Concepts and Industrial Design 

Examples for Field of Interest  
Metallic and Composite Technologies  
Composite Manufacturing 

Sensors in Structures  

Energy Storage Materials  

Surface Technologies 

Examples for Field of Interest  
Electrical Power Machines  
Electric Technologies 

Electronics for S p a c e  Applications  

Electromagnetics 

Fuel Cells 

Aeromechanics and Acoustics 

Examples for Field of Interest  
A d van c e d  Numerical Methods  
Operational Intelligence 

Virtual Product Engineering  

Predictive Maintenance 
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Examples for Field of Interest 
Remote Sensing 

Examples for Field of Interest 
UAV Systems 



Stakeholder Analysis 

Mindmap Mindmap 

Project Croatia 
Setup a  centre of Innovation  
for Aeronautics and  S p a c e  

Government + Administration 

Scientific Community 

Deliverables 

Funding  

Enterprises + Companies 

A-1  

A-2 

A-4 

A-3 Military + Homeland Security 

B 

A-4 
A-3 

B 

A-1  

A-4 
A-3 

Sell Products and/or Services 

Capture intellectual competencies 

Set a  robust footprint in East  
European Market 

Get competitive Products and/or  
Services customized to their needs 

• Predictive Maintenance 
• Drone-aided Inspections 
• Border Security 
• Homeland Security 
• Emergency Centre 
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2. Batteries 
Electrical Machines 

3. Electronics for Space  

1.3 Composites manufacturing 
1.5 Sensors in Structures 

2.1 Remote Sensing 
Drone-aided inspections 

4.2 Predictive Maintenance 

5.1 UAV 

Execute the mission for country  
protection and civil security 

Improve population  
social welfare 

Improve population  
health and safety 

Improve population  
economic  Situation 

A-1 Maintain Position and  
Power – Positive Vote 

Improve and maintain  
link of competence  

A-2 

Increase international reputation  
on their field of expertise 

Maintain and Increase  
Business Position 

Make Business with prospective new  

Products and/or Services 

Benefit from AIRBUS Network  
Brand and gain reputation 

Airbus Group Foundation 

Success Factors 
• Willingness to create a  sustainable footprint with economic growth and  

recognition within the scientific and high-technique community 
• Power and instruments to make it happen 

 

• No efficient combination of internal interests with opportunities and/or capabilities 
• Multi-dimensional organisations 
• Clear direction missing 
• Ineffective communication across all the stakeholders 

• Willingness to collaborate with international companies and institutions 

• Proven capabilities and expertise in numerous national and international  
reputational projects 

• Robust international scientific network 

• No robust network with political and military institutions 
• Unsecure funding capabilities 

• Willingness to establish a  Homeland Security Entity 

• Military Sites with proven capabilities may b e  easily exploited by industry  
and scientific organisations 

 

• Russian technologies in operation with low maintenance  
capabilities, depending on Russian companies 

• Unsecure funding capabilities 

• Willingness to establish partnerships with international Western companies 
• Willingness to enter Western market with competitive products and/or services • Low support of governmental agencies 

• No capacity to cover an international mass market needs 5 

Electronics 

A-2 



SWOT 

Government and Administration (A-1) Government and Administration (A-1) 

Strengths 
• Willingness to create a  sustainable footprint with  

economic  growth an d  recognition within the  
scientific an d  high-technique community 

• Power an d  instruments to make it h ap p en  

Weaknesses 
• No efficient combination of internal interests with  

opportunities and/or capabilities 
• Multi-dimensional organisations 
• Clear direction missing 
• Ineffective communication across all the  

stakeholders 

Opportunities 
• As a  new member of the EC, Croatia will g e t   

ac c ess  to EC funding for research an d  business 
• The notion to centralise an d  combine activities of  

border security, emergency …  under the roof of  
homeland security 

Threats 
• Increased illegal immigration movement 
• Natural disasters, e.g.  flooding, fire 
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SWOT 

Scientific Community (A-2) Scientific Community (A-2) 

Strengths 
• Willingness to collaborate with international  

companies an d  institutions 
• Proven capabilities an d  expertise in numerous  

national an d  international reputational projects 
• Robust international scientific network 

Weaknesses 
• No robust network with political an d  military  

institutions 
• Unsecure funding capabilities 

Opportunities 
• As a  new member of the EC, Croatia will g e t   

ac c ess  to EC funding for research an d  business 
• The notion to improve working with international  

institutions an d  high-tech business leaders 
• The notion to create a  R&T centre of excellence  

Threats 
• Low support of governmental agencies  
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SWOT 

Military and Homeland Security (A-3) Military and Homeland Security (A-3) 

Strengths 
• Willingness to establish a  Homeland Security Entity 

• Military Sites with proven capabilities may b e  easily  
exploited by industry an d  scientific organisations 

Weaknesses 
• Russian technologies in operation with low  

maintenance capabilities, depending on Russian  
companies 

• Unsecure funding capabilities 

Opportunities 
• As a  member of the NATO, Croatia will g e t  ac c ess   

NATO initiatives an d  standards 
• The notion to improve collaboration with Western  

counterparts 

Threats 
• No close cooperation with R&D projects in-country 
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SWOT 

Enterprises and Companies (A-4) Enterprises and Companies (A-4) 

Strengths 
• Willingness to establish partnerships with  

international Western companies 
• Willingness to enter Western market with  

competitive products and/or services 

Weaknesses 
• Low support of governmental agencies  

• No capac i ty  to cover an  international mass  
market needs 

Opportunities 
• The notion to improve collaboration with Western  

counterparts 
• The notion to create a  R&D centre of excellence  

Threats 
• …  
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Fuel Cells 
Superconductivity Applications 

3 
Energy, Propulsion + Aerodynamics 

e.g.  
Ba tte rie s 
Electrical Machines  

Electronics for Space  

e.g. 
Remote Sensing 
Drone-aided inspectio ns 

2 
Automatic Flight + Communication 

PROJECT 
3 

The 
Croatia Project 

EU 

Suppression of Terrorism 

Refugee Immigration 

S torm 

Fire  

Flood 

Brainstorming Ideas on Prospective Co-operation Projects 

Military 

Government, Authorities and Administration 

Homeland and Border Control  

Emergency + Disaster Management 

PRODUCT  

AND/OR  

SERVICES 

SELL 

MANUFACTURE 

SERVICE 

• Sensors 

• Cameras 

• Radars 

• Networks 

• LTE Deployment with sa 

Explore a  solution to link satellite mo dems with the LTE network 

• Self-Organising Network (SON) for Fast deployable system 
Build a  standalone fast deplo y ab le  LTE especially  appl icab le  in e m e r g e n c y  situations, a n d  installed quickly  

b y  non-specialist p e o p l e  using SON capabilities. This technique c a n  e a s e  the system deplo y men t b y   

scanning automatically  surrounding networks a n d  choosing the best  radio parameters  to apply.  

• Radar for remote human detection behind the barrier 

A radar "sees" through an y  known material of walls, including co n crete ,  while the walls c a n  b e  wet  or 

do u sed with water (e.g. during fire fighting). 

• Video Stream Processing 

• Thermographic Sensors 

• UAV Platform, e.g. KATRAN 

DEVELOP 

 

 
RESEARCH 

 

 

 

 

 

 

 

 

 

tellite backhaul. 

IDEA  C O NC EIVED 1  

2 IDEA DEVELOPED 

4 

TEC HNIC AL  
FEASIBILITY 

5 

LABO RATO RY  
PROTOTYPE 

6 DEMO NSTRATO R  
TESTED 

7 
SERIAL  

PRO TO TYPE 

3 
PROOF  

OF CONCEPT 

1 0 

Composites manufacturing  
Recyclable Composites  
Sensors in Structures 
Energy Storage Materials 

Ideas on Projects 
Linked to Roadmaps 

1  

Materials, Structures + Manufacturing Technologies TRL 
e.g. 

FIELDS OF  

RESEARCH 
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Creative Concepts 

e.g. UAV Platforms 4 

Data Driven Technology 

e.g. Predictive Maintenance 

G ove rnme nta l  

Funding 

START-UP 
Companies 

Centre of E-Transport  

Centre of UAV Platforms 

EU 
National and International Organisations 

Companies 

Universities and  Institutes 

Satellite Companies 

Platform Companies 

Business  
Opportunitie s 

Centre of Data Analysis 

Centre of Predictive  
Maintenance 

ZERO G 

SOARSAT 

Service  
DATA 

• Rent Satellite space  
• Analyse data  

Mission Control  
Centre 

Visitor Centre 

Maintenance and Service  
Centre 

Revenue per Flight  

342k CHF 

CoGS per Flight  

187k CHF 

Revenue per Launch  

10M CHF 

CoGS per Launch  

4.4M CHF 

RC  

SOAR Development  

160M CHF 

NRC  

Repair + Overhaul  
Centre 

Mission Control  
Centre 

Ma nufa c turing   
Centre 

 

25 April 2016 

SOAR Development 

2 

C e ntre   

of 

Innovation 

1  

C e ntre   

of 

Ae ro sp a c e  

C e ntre   

of 

Ho me la nd  

Security 

RESEARCH  

INSTITUTES 

TEST  

FACILITIES 

EMERGENCY  

DISASTER  

CENTRE 

BORDER  

SECURITY  

CENTRE 
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Centre of Homeland Security Pillar 

Example Example 
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OBSERVE & 

DETECT 

Detect illegal  
crossing  
attempts 

Inform the  
command chain 

DECIDE 

Identify threats 

Perform risk  
assessment 

Organise action 

Command and  
control operations 

ACT 

Send out forces 

Intercept / stop  
threats 

Monitor operations 

Control at check  
points 

LEARN 

Speed up  
reaction chain 

Increase  
efficiency 

Improve system 

Components: 

fixed & mobile  
surveillance &  

control (sensors) 

Component:  

threat assess- 
ment and reporting 

Components: 

control rooms,  
secure data &  

voice networks  
(C3) 

Components: 

mobile C3 (Com-  
mand & Control,  
Communication)  

control gates 

Centre of Homeland Security Pillar 

Homeland Security – needs! Homeland Security – needs! 



Regional  
level 

Field operatio ns 

National  
level 

Local  
level 

ss 

Situation  

Awarene  

(COP) 

Fire Police EMS Utilities 

Multi level (local to national) &  

Multi agency integration 

•Collaboration & share information  

(from field team to National crisis),  

Data from population 
•System unification , simplification  

(standard) & robustness 

Centre of Homeland Security Pillar 

Homeland Security – interoperability! Homeland Security – interoperability! 



Border Security 
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Border Security 

2014 15 

Radars 

TRSS 

TRS4D 

TRS3D 

New generation  

technology for  

improved border  

surveillance 

SPEXER™ 
security radars  

family 



Border Security 

2014 16 

NightOwl wide-area surveillance camera 

Extreme long-  

range  

surveillance 

Optical & IR Sensors 



Border Security 

2014 17 

TRSS TRS3DTRS4D 

CERBERUS SONAR LEO III HD 

AIRBUS  

CN235 
MEOS II 

Solutions for all types of Airborne  

& Naval Surveillance 
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